
SeWo

Secured Virtual

Workplace

061 467 99 33
csf@csf.ch

www.csf.ch

CSF Computer Solutions Facility AG
Güterstrasse 107
CH-4133 Pratteln

trouble-free IT

Wide array of solutions 

from just one provider: 



SeWo / Secured Virtual Workplace
A contemporary workplace is available wherever you are at any given 
moment in time. 

Our virtual workplaces are characterised by particularly high security standards, which is why 
they are called SeWo: secured workplaces.

You can use a secured virtual workplace at any time and from almost anywhere. The only two 

things you need are an Internet connection and a laptop or tablet. The software of your choice is 

installed on this workplace. Any security-related updates as well as data backups happen

automatically. The fact that we only operate secured workplaces using ISO 27001-certified data 

centres with three-tier architecture is the decisive factor for their high stand-ard of security.

This secured environment is what allows you to collaborate with external partners as easily as you 

would with internal staff members.

We offer a variety of secured workplaces best suited to each individual industry:  

 • SeWo for SMEs
 • SeWo for language service providers
 • SeWo for financial service providers

SeWo is also highly attractive from a purely business-related point of view:

 • Easily predictable costs
 • No long-term contracts
 • Low administrative output
 • Uniform working methods for employees
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Depending on your individual needs and security requirements, we will adapt each secured workplace 

according to your wishes. Even subsequent add-ons and modifications can be easily implemented. 

If you have high security requirements, your SeWo will be based on a physically separated infrastructure. 

The following security features set a SeWo from CSF apart from conventional virtual work-places: 

 • Secured environment for exchanges with external parties – a much safer system than e-mail

 • Secured workplaces for your external partners adhering to the same standards

 • Exclusively ISO 27001-certified data centres with three-tier architecture
 • Data centres seamlessly monitored by CSF

 • Two-factor authentication for access by external partners

 • The most up-to-date software at all times
 • Virus definitions
 • Recognition of and defence against attacks by IDS and IPS

Apart from security, we also make your convenience a special priority: 

 • Combined management of private and business IT 
 • Work environment identical to your own PC

 • No limit on file sizes
 • Folder structure for correct storage

 • User management with assignment of rights

 • Complete reports for all workplaces

 • Backups and archives are always created
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